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Abstract of the contribution: This paper proposes an eSIM based solution to provide IMS services to SNPN subscribers. 
1
Proposal

It is proposed to include the following into TR 23.700-07.
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6.X
Solution #<X>: KI #3, Solution for providing IMS voice and emergency services for SNPN subscribers using eSIM for onboarding of IMS credentials
6.X.1
Introduction

This solution addresses Key Issue #3 ("Support of IMS voice and emergency services for SNPN"). The solution enables SNPN UEs to receive IMS and emergency services through onboarding of IMS credentials using eSIM for that purpose.

This solution requires support in the UE for eSIM remote provisioning based on GSMA specifications [9] and [10]. The requirements for the SNPN 5GC, the subscription profile of SNPN UEs in the 5GC and the IMS system to support this option are also described.

6.X.2
Functional Description

6.X.2.1
Solution Principles

Figure 6.X.2.1-1 shows the reference architecture to provide IMS services to SNPN users used in this solution. 
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Figure 6.X.2.1-1: Access to IMS services via Stand-alone Non-Public Network

The architecture depicted in the Figure assumes a 1:1 relationship between an SNPN 5GC and an IMS provider. The IMS provider can be the SNPN or an independent entity as depicted in section 6.X.2.2.2.
This solution proposes that the IMS Core system is accessed over N6 reference point as a Data Network offered by the SNPN. Gm reference point between the UE ad the P-CSCF is managed as user plane traffic via UPF. 
This solution requires interconnectivity between P-CSCF and HSS-IMS in the IMS Core system with the UPF, the PCF and the UDM at the SNPN 5GC. 

The solution requires that the SNPN 5GC enables relevant functionality to support IMS services as defined in section 5.16.3.1 of TS 23.501 [7]. 
6.X.2.2.1
IMS Onboarding and Provisioning of IMS Subscription/Access Related Information 

In support of an independent IMS provider, and in order to enable the use of IMS voice and emergency services by SNPN users, it is proposed that SNPN UEs are remotely provisioned for the IMS access credentials based on GSMA specifications [9] and [10], for that purpose. This is depicted in the high-level architecture in Figure 6.X.2.2.1-1.

Several options are possible for such a remote provisioning to be performed depending on the deployment option chosen by the SNPN. Following are some options:

· Option 1: If the SNSP owns and operates the IMS network, the SNPN can use a third party cloud-based system for the remote provisioning of eSIMs.
· Option 2: If the SNPN uses the services from an independent IMS provider, the SNPN can use the remote provisioning of eSIMs, of either a third party cloud-based system or a system owned by the IMS provider.

These options require the necessary agreements to be in place between SNPN and other players in accordance with the GSMA specification [9], and [10].
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Figure 6.X.2.2.1-1: eSIM Remote Provisioning of IMS credentials
As part of the IMS onboarding process, the selected IMS provider is provisioned with the needed IMS subscription related information per subscriber depending on the agreement between the SNPN 5GC and IMS provider.

An IMS provider serving multiple SNPNs will be pre-configured with the needed information for interaction with each SNPN it services. 

The interaction aspects between the IMS provider and Remote provisioning system are out of scope.

Once the needed IMS access related credentials are downloaded to the UE they can be used to IMS register and acquire the needed services.
NOTE 1:
 Although the credentials downloaded can be used to access the independent IMS provider access network, if he has one, in addition to the IMS network, this however requires an explicit subscription for the access network which should not be created.
NOTE 2:
 eSIM remote provisioning can be used as well for onboarding of SNPN credentials.
Roaming
There is currently no requirement to support roaming between multiple SNPNs.

For roaming between an SNPN and a public PLMN supported by a roaming agreement, there is no additional functionality required. Existing procedures are applicable as is, considering that the interface between P-CSCF and PCF may be inter-operator as mentioned previously.
6.X.3
Procedures

6.X.3.1
IMS Remote provisioning – Dedicated DNN For Onboarding IMS Access Credentials
A dedicated DNN for IMS remote provisioning, labelled “IMSRemoteProvisioning” DNN for the purpose of this pCR, enables the UE to interact with the eSIM provisioning manager for IMS onboarding purposes. The “IMSRemoteProvisioning” DNN enables the UE to establish connectivity only with the remote provisioning system (user plane), enforced by the SMF through policies either pre-configured in the SMF, or PCF as an example. The AMF may select a special SMF dedicated for provisioning, using NRF, or based on the “IMSRemoteProvisioning” DNN as an example.
The “IMSRemoteProvisioning” DNN is pre-configured in the UE.  The UE initiates provisioning by requesting PDU session establishment to the “IMSRemoteProvisioning” DNN.

Any required information by the UE for remote provisioning and interaction with the eSIM manager (e.g. username/password, IMS provider name, etc.)  can be preconfigured in the UE, pre-configured in the SMF, or included in the UE Session Management Subscription data as a new IE associated with “IMSRemoteProvsioning” DNN. For the latter two cases, the information is included in the PDU Session Establishment Accept Response, and passed transparently to the UE. 
Once the IMS access credentials are successfully provisioned in the UE, the “IMSRemoteProvisioning” DNN may be removed from the UE DNN subscription list, and the IMS DNN may be added to the UE DNN subscription list if not already available from the outset. 
NOTE:
Keeping the “IMSRemoteProvisioning “ DNN and the IMS DNN in the DNN subscription list at all times  will not cause any issue. In the former case, the UE will be denied download additional credentials, if one is successfully downloaded. In the later case, UE without valid IMS credentials will fail to IMS register even if the UE successfully established an IMS PDU session.   
The call flow in Figure 6.X.3.1-1 depicts the procedure for onboarding of IMS credentials via remote provisioning using the “IMSRemoteProvisioning” DNN for that purpose.

The following is a brief description of the steps in the call flow:

· In step 0, it is assumed that the UE acquired the needed information to access the NPN.
· In step 1, UE preforms 5GC registration as per existing procedures in TS 23.502 [11].

· In step 2 the UE initiates a PDN connection for the “IMSRemoteProvisioning” DNN as per TS 23.502 [11]. The “IMSRemoteProvisioning” DNN is pre-configured in the UE.
· In step 3 AMF, initiates Nsf_PDUSession_CreateSMConext Request towards selected SMF. The AMF selects the SMF as depicted above in the solution description. 
· In step 4, SMF fetches the session subscription related information. Based on the “IMSRemoteProvisioning” DNN, and if the UE is not pre-configured with the needed remote provisioning information to interact with the eSIM manager, SMF includes the remote provisioning information in the response to the UE. If the needed remote provisioning information by the UE is pre-configured in the SMF, or if the information is received from UDM, SMF includes the information as transparent information transported to the UE in the PDU Session Accept response. SMF communicates to the UPF necessary policies to ensure that the UE can only initiate communication with the remote provisioning system.
· In step 5, the PDU Session Establishment Accept Response is tunnelled to the UE and includes the remote provisioning related information that the UE needs to initiate remote provisioning, if the UE is not pre-provisioned with the information.

· In step 6, the SMF registers the UE context in UDM.

· In step 7, the received or pre-configured remote provisioning information triggers the remote provisioning process in the UE.

· In step 8, the UE initiates interaction with the remote provisioning system. The UE includes needed IEs by the remote provisioning system.  This includes Identity binding information that enables the IMS provider and the SNPN to identify the same UE for interaction between HSS and UDM. SUPI can be an example of such binding information.
· Step 9 is based on the GSMA specifications, [9], and [10].

· In step 10, HSS is provisioned with the needed provisioning information to create the UE subscription.

· In step 11, which is optional, the UDM may be informed that onboarding is successfully completed. The UDM may update the UE subscription to add the IMS DNN. UDM may perform other needed updates as well, for example removing the “IMSRemoteProvisioning” DNN. 
· In step 12, UE initiates an IMS PDN connection.

· In step 13, the UE initiates IMS procedures based on existing specifications and uses the eSIM credentials for that purpose.
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Figure 6.X.3.1-1: Procedure for eSIM Remote Provisioning of IMS credentials
6.X.3.1.1. Using the Internet DNN for IMS credentials Onboarding 
The internet DNN can be used for onboarding purposes. The SNPN will ensure that the proper policies are downloaded to the UPF to enable only UEs authorized for IMS services and onboarding to access the remote provisioning system. Beyond that the solution is identical to that of the dedicated DNN.
6.X.3.2
Procedure to support multiple SNPN 

The existing procedures and reference points supported in IMS and 5GS can be used to provide IMS services to a UE accessing an SNPN.
The determination whether the user belongs to the PLMN or another SNPN can be based on information included in the home network domain provided during IMS registration procedure and IMS user identities.

Additionally, the P-CSCF identifies the SNPN, and the corresponding PCF to interact with, via the PLMN ID + NID corresponding to the SNPN where the UE is located.

6.X.4
Impacts on existing entities and interfaces

UE:
· Support eSIM and GSMA specifications [9], and [10], for downloading IMS credentials/IMS identifiers.
· Use remotely downloaded credentials and identifiers for IMS services.
· May support pre-configuration depending on selected option.
AMF:
· Depending on the variant, needs to support dedicated IMS onboarding DNN.
SMF:
· Depending on the variant, may support IMS onboarding DNN, and associated IEs or may be pre-configured.
UDM: 
· Depending on the variant, may need to support additional IEs associated with the DNN used for IMS onboarding.
HSS:
· Select the PCF instance corresponding to the registering SNPN;
If the owner of the IMS network and the SNPN are different entities, the following impacts apply: 

· Possibly additional security requirements over NU1, N5 and N6 between the IMS network and the SNPN as they become inter-operator interfaces. 

· Define the NRF based discovery procedure between an NRF at the IMS network (e.g. at a PLMN) and a target SNPN using the PLMN ID and NID provided by the requester NF, in a similar way as the discovery procedure across PLMNs is defined using PLMN ID. Otherwise selection of NFs at the SNPN (e.g. UDM, PCF) by IMS nodes can be performed based on local configuration of SNPN NFs at the IMS nodes. 

· For multi-tenancy support, the UE is required to generate a home network domain name to address the IMS registration, containing the PLMN ID and NID that corresponds to the SNPN the UE belongs to, in a similar way the UE currently generates the home network domain name for IMS when belonging to a PLMN. The IMS nodes (HSS and P-CSCF) determine whether the user belongs to the PLMN or an SNPN, based on the home network domain provided by the UE or access network configuration.

*** End of changes ***
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